



Bristol City Centre BIDs BCRP’s Privacy Notice (Targets):
This document must be provided to Targets when their personal data is first processed (e.g. collected) or, if not possible, as soon as it becomes possible (e.g. when you may later obtain their contact details); it must also be displayed wherever appropriate to maximise the 
likelihood that a Target can access it and read it.
This document describes Bristol City Centre BIDs Business Crime Reduction Partnership (BCCBBCRP), explains why BCCBBCRP processes the personal data of specific individuals (Target) and the lawful basis for that processing. It describes the kind of information about Targets that BCCBBCRP processes and what it does with that information.
Contact details:
Bristol City Centre BIDs BCRP
c/o Destination Bristol 53 Queen Square 
BRISTOL
BS1 4LH
Email address:  steve@broadmeadbid.co.uk
Tel: 01179 257053 (Option 1)
BCCBBCRP is registered with the Information Commissioners Office as a Business Crime Reduction Partnership.
BCCBBCRP’s Data Controller (Destination Bristol) is responsible for ensuring its compliance with current Data Protection law and can be contacted at the above address, email address or telephone number.
Purpose of processing personal data:
Participants of BCCBBCRP have the right to protect their property, staff and customers from crime and anti-social behaviour and to exclude from their premises any individuals who are proven threats to their property, staff or customers.
BCCBBCRP processes Targets’ personal data for the specific purpose of managing its Target Files and/or Exclusion Scheme on behalf of its Participants.
BCCBBCRP’s area of operation, and any Exclusion Scheme it may operate, extends across Bristol City Centre.
Types of processing:
The Scheme undertakes the following types of processing of personal data of Targets:
• Data collection; see Sources of personal data below;
• Data storage; storage of Targets’ data in a facility independently certified as secure to a high standard;
• Data retention; see Data Retention period below;






• Data collation; associating individual Targets with multiple incidents, and with other 
Targets;
• Data sharing; as defined in Recipients, or categories of recipients, of personal data below;
• Data deletion; see Data Retention period below;
• Data analysis; of de-personalised data for historical comparisons etc.
